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and understood.” The more conscientious banks simplified the con-
tractual language, removed unnecessary provisions, and designed
the forms to include contrasting large and small print, descriptive
headings and subsections, two-column format, and colored type and
paper." However, even when customer contracts of the more consci-
entious banks are compared to promotional material used by all the
banks to entice new EFT customers, the shortcomings of all the
contracts are clear and the potential for readable contracts becomes
obvious. The banks artfully designed the promotional materials dis-
tributed to potential customers to convey a clear and practical de-
scription of the electronic banking services."” When compared to the
contracts, the promotional materials were printed in more simpli-
fied language and with more effective use of large and bold print.'

One bank made it easy to compare the readability of its con-
tract to its promotional material by printing both items on one long
page."” The top half of the page is a request form for the EFT card
where the bank condensed in the middle of the form the terms of
the contract in small print and without spaces between paragraphs,
without contrasting print, and without any descriptive headings.'
The contract is not even labeled a contract, agreement, or with any
similar description. Buried in the fine print in the second column
and the second paragraph of this contract, the customer agrees to
be liable for all transactions initiated with the EFT card and the
personal identification number (PIN) with respect to the customer’s
checking account, and agrees to be liable for only authorized trans-
actions with respect to his or her savings account.

In contrast, the lower half of the page describes the EFT service
by using larger print than for the contract, bold and contrasting
print, descriptive headings in a different color than the other print,
and well spaced sections.” The bank employed pictures, numbered
sections in a third color, and clearly separated steps to explain how
to use the card.?! There is no reason why the bank could not have

13. For a detailed text on drafting readable contracts, see C. FELSENFELD & A. SIEGEL,
SimpLiFiED ConsUMER CrEprT Forms (1978); R. Fresc, How To Wams SpeaK, AND THINK
More ErrFecTIVELY (1960).

14, See Promotional Material and Contracts, supra note 12.

15. Id.

16. Id.

17. Id. See Promotional Material, Marine Midland Bank, Melville, New York (on file
at U.S.F. L. Rev. Office).

18. Id.

19. Id.

20. Id.

21. Id. _
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used the same communication techniques it used to explain the
EFT services to its customers to also convey to its customers their
rights and liabilities.

Furthermore, none of the promotxonal materials we reviewed
described all the terms and conditions written into the customer
contracts.? The most important omission from the promotional
materials was the provision on the customer’s liability for the unau-
thorized use of the debit card.?

Based on this study of the EFT contracts offered by the New
York State Chartered Banks, Congress acted appropriately in man-
dating that financial institutions disclose “‘the terms and conditions
of electronic fund transfers involving a consumer’s account . . . in
readily understandable language.”? As banks throughout.the nation
start to draft contracts to comply with the EFTA, they should avoid
the discrepancy that exists in New York State between the contracts
and promotional materials and draft the contracts to provide “clear
and informative”® disclosures to their customers.

II. DISCLOSURE OF TERMS AND CONDITIONS IN
EFT CUSTOMER CONTRACTS

The EFTA not only requires disclosure in readily understanda-
ble lariguage, but it also creates and describes the terms and condi-
tions to be disclosed to customers.” It establishes the maximum
customer liability for unauthorized electronic fund transfers, 77 the
procedures for error resolution,? the consumer’s right to receive doc-
umentation,? and the financial institution’s liability.* Section 905
discusses the terms and conditions that must be disclosed® and the
conspicuous omission of mandatory disclosure of any right to reverse
transactions. _

The most important consumer protection in the EFTA is the

22. See EFT SurvEy, supra note 2, at 5,

23, Id. at 4.

24. EFTA § 905, supra note 1.

25. S. Rep. No. 915, 95th Cong., 2d Sess. 12 (1978).

26. EFTA § 905, supra note 1.

27. Id. § 909.

28. Id. § 908.

29. Id. § 906.

30. Id. § 910. .

31. The EFTA also requires disclosure of the bank’s telephone number and address, the
type and nature of electronic fund transfers that the consumer may initiate, any charges for
EFT or the right to make such transfers, and under what circumstances the bank will disclose
information concerning the consumer’s account to third persons. Id. § 905.
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customer liability section for unauthorized use because it estab-
lishes the rules for allocating the risks of unauthorized use between
the bank and the customer.® The possible extent of loss for the
customer in an EFT environment is immense. All an unauthorized
user needs is knowledge of the PIN and possession of the debit card
to have access to the customer’s entire bank account.

A customer liability section must provide the customer suffi-
cient financial incentive to protect the security of his or her debit
card and PIN. Simultaneously, the provision must also provide the
bank sufficient financial incentive to design a secure EFT system.
The same type of accommodating of incentives had to be done for
the check and credit card systems.

The Uniform Commercial Code provides the banks an incentive
to design a system that guards against the unauthorized use of
checks by creating three conditions precedent before the bank can
impose any liability on its customers. The bank must prove that a
customer was negligent, that this negligence substantially contrib-
uted to the material alteration of an instrument or to the making
of an unauthorized s‘ignature and that the bank acted in a commer-
cially reasonable manner in paying the check.®

In contrast, Congress rejected a negligence standard for credit
cards. It established instead a new and different type of liability
provision for credit card users to encourage responsible use and the
development of a safe credit card system.** A credit cardholder’s
liability is limited to fifty dollars, even if the loss results from the
cardholder’s negligence.”

32. Id. § 909. : '

33. U.C.C. § 3-406 (1972 version). As of May 1978, three states had adopted a somewhat
similar negligence standard for debit cards. FLa. STaT. ANN. § 659-062(13)(a) (West Supp.
1978); MonT. ReEv, COoDES ANN. § 5-1713 (Supp. 1973); Va. Copk § 6.1-39.1 (Supp. 1978).

34. Weistart, Federal Control of Credit Cards, 70 MicH. L. Rev. 1475, 1508 (1972).

35. 15 U.S.C. § 1643 (1974). Section 1643 limits a credit cardholder’s liability for unau-
thorized use of the card to the lesser of fifty dollars or to when the bank learns of the loss of
the card. The card issuer must also provide adequate notice of this liability and furnish to
the cardholder a self-addressed, prestamped notification to be used in the event of a lost or
stolen card. If any of these conditions are not met, or if the issuer has not provided a method
whereby the user of a credit card can be identified as the person authorized to use it, the
cardholder has no obligation for the. unauthorized use of the credit card. Id. As of May 1978,
at least five states similarily limited customer liability for unauthorized use of a debit card.
Coro. Rev. Star. § 11-6.5-109(2) (1978); Iowa Cobe ANN. § 527.8 (West Supp. 1978); Kan.
STaT. § 17-5569 (1975); N.M. STaT. ANN. § 48-25-13(B) (1977); Wis. Admin. Code, S & L §
26.07(2)(a) (1976). Two other states enacted similar laws effective after completion of our
survey.in May 1978. 1978 Mich. Pub. Acts No. 322, § 14; 1978 Minn. Laws, ch. 469, § 9(3).
Another state imposes on the customer unlimited liability until the bank receives notice of
the lost or stolen card. ALa. STaTE BANKING DEP'r., EFT Svs. Recs. (1976).
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Whether a limited liability provision in the amount of fifty
dollars exposes an EFT customer to more or less liability than a
negligence standard depends on the specific facts of the case.”
Nevertheless, the majority position in the Senate report that rec-
ommended the adoption of the fifty dollar ceiling approach in the
EFTA concluded that:

In deliberating this issue, the committee considered, but re-
jected, a standard which would determine the consumer’s liabil-
ity on whether the consumer acted in a specified negligent man-
ner. While this approach has the attribute of specifically requir-
ing careful conduct by the consumer, the committee believes it
presents considerable problems, such as the vagueness of the
standards, how to prove that the consumer (and not a thief)
engaged in the proscribed conduct, and the potential for wide-
spread litigation over these points which would leave the con-
sumer without his funds while these questions are before the
courts. For these reasons, the negligence approach was re-
jected.”

Congress apparently agreed with the commitee that the dollar ceil-
ing approach provides greater protection for consumers of EFT than
a negligence standard, since the EFTA provides a dollar limitation
on liability,*

The contracts of fourteen of the fifteen New York State chart-
ered banks analyzed in the study imposed on their customers
greater liability than they imposed on users of checks and credit
cards.” The fourteen banks set no dollar limit on their EFT cus-
tomer’s potential liability.*

The EFTA will require all banks to revise their contracts to
reduce their customer’s share of the liability for unauthorized use

36. Situations could be hypothesized where a customer’s liability will be greater with a
limited liability provision of fifty dollars than with the application of a negligence standard.

37. S. Rep. No. 915, 95th Cong., 2d Sess. 6 (1978).

38. EFTA § 909, supra note 1.

39. EFT SuRvEy, supra note 2, at 4.

40. Id. Of the fourteen banks, two banks |mposed complete liability on their EFT cus-
tomers for all transactions whether authorized by the customer or not. Three banks imposed
complete liability for all transactions until the bank receives notice that a card had been lost
or stolen. One bank imposed complete liability for all transactions that occurred before the
bank received notice that a card is missing, plus an additional liability of up to fifty dollars
even after the bank receives notice. Eight banks did not explicitly mention liability. Instead,
they required their customers to agree to care for their debit cards and PIN in a prudent
manner, and/or to take all steps necessary to protect the security of their cards and PIN.
These agreements did not inform customers whether they were liable for unauthorized trans-
actions if the bank determined that they had not acted in a prudent manner. One bank did

not impose any liability on its customers for the unauthorized use of a debit card. /d. at 7-8.
HeinOnline -- 13 U.S.F. L. Rev. 473 1978-1979
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of the debit card.* The banks do not have to adopt the exact terms
of the EFTA, only limit the liability of their customers to an amount
no greater than permitted by the EFTA ¢

The customer liability provision of the EFTA establishes a
three-tier structure for determining the customer’s liability for the
unauthorized use of a debit card.® The liability section in the EFTA
is a complex modification of the law that applies to credit cards that
expose the EFT customer to greater liability than that of a credit
card customer.* It is also a modification of the checking customer’s
duty to examine checks and banking statements.*

The first and second tier of liability limits the customer’s maxi-
mum losses to either fifty or five hundred dollars depending on when
the customer notifies the financial institution of a lost or stolen
debit card. If the customer notifies the financial institution that the
debit card is lost or stolen within two business days after learning
of it, or within a reasonable time under extenuating circumstances,
the customer will only be liable for the lesser of fifty dollars or actual
losses incurred prior to the bank receiving notice that the card was
lost, stolen, or used without the customer’s authorization.*

If the customer fails to notify the financial institution about
any loss or theft of the debit card within two business days, the
customer may be liable for any losses that occur after those two
business days, or in extenuating circumstances, a reasonable time
thereafter.”” The extent of liability is the lesser of five hundred dol-
lars or actual losses incurred prior to the financial institution receiv-
ing notice that the card was lost, stolen, or used without .the cus-
tomer’s authorization.* In addition, the financial institution must

41. EFTA § 909, supra note 1. s
42, Id. § 909(d).
43. Id. § 909.
44. Compare id § 909 with 15 U.S.C. § 1643 (1978).
45. Compare EFTA § 908, supra note 1, with U.S.C. § 4-406 and 15 U.S.C. § 1666(a)
(Supp. 1978).
46. EFTA § 909(a)(2), supra note 1. Adequate notice includes the financial institution
bhecoming:
[A]ware of circumstances which lead to the reasonable belief that an unauthor-
ized electronic fund transfer involving the customer’s account has been or may
be effected. Notice . . . is sufficient when such steps have been taken as may
be reasonably required in the ordinary course of business to provide the finan-
cial institution with the pertinent information, whether or not any particular
officer, employee, or agent of the financial institution does in fact receive such
information.
id.
47. Id. § 909. The EFTA notes such extenuating circumstances as extended travel or
hospitalization. Id. § 909(a)(2).

48. Id. ilegl(%g()]l ine -- 13 U S.F. L. Rev. 474 1978-1979
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show that it could have prevented the losses had it been notified
within the two business days or the reasonable time.*

The third tier exposes the customer to complete liability if he
or she fails to notify the financial institution of any unauthorized
transactions or errors within sixty days of the transmittal of the
periodic statement or within a reasonable time under extenuating
circumstances.” The financial institution does not have to reim-
burse the customer for any losses occurring after the sixty days or
the reasonable time period. However, the financial institution must
show the loss would not have occurred but for the failure of the
customer to report within the sixty days or a reasonable time.*

The question remains whether the three-tier liability section
will prove to be too complicated and confusing for customers to
encourage careful use of debit cards. Any confusion may be com-
pounded by the physical similarities between credit cards and debit
cards.?

The other side of this question is whether subjecting the bank
to less liability than with credit cards will significantly diminish the
financial institution’s incentive to implement improved security
procedures such as voice or fingerprint recognition or signature veri-
fication. This unique three-tier liability system for EFT customers
needs to be monitored to determine whether an effective balancing
of incentives occurs.

III. ERROR RESOLUTION

The complexity of EFT, the reduced amount of physical re-
cords, and the financial institution’s complete control over the de-
sign and operation of the EFT system make the customer’s proof of
an error extremely difficult. Because an electronic fund transfer
provides access to the entire account of a consumer, an error could
leave the consumer with little or no cash assets, pending resolution
of the error. The expense of litigating the existence of an error could
cost more than the amount involved in the dispute. Consequently,
a fair, expeditious, and nonjudicial error correction procedure is
needed for electronic fund transfers.

Responding to a similar need for the resolution of credit card
billing errors, Congress recently enacted the Fair Credit Billing Act

49. Id.

50. Id.

51. Id. Cf. U.C.C. § 4-406 with EFTA § 909, supra note 1.
52. EFT Survey, supra note 2, at 4.
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(FCBA).® This Act requires a card user to notify the card issuer in
writing within sixty days of receiving his or her periodic statement,
if the consumer believes that an error has occurred.’ The issuer has
ninety days to complete its investigation and either correct the error
or provide the consumer with a written explanation of why the issuer
believes that no error occurred.”

Despite this precedent, none of the New York bank agreements
analyzed in the state provided their customers with any error resolu-
tion procedures.® The EFTA changes this by mandating formal
procedures that consumers and financial institutions must follow if
a consumer alleges that an error exists. As with the FCBA, the
EFTA imposes an initial duty on the consumer to examine his or
her transaction receipts and periodic statements and to notify the
financial institution of any errors within sixty days.’” Once the fin-
ancial institution receives notification that the consumer believes
an error has occurred, the EFTA grants the financial institution up
to ten days to investigate the error and to report or mail the results
of its investigation to the consumer.® The time period can be ex-
tended to forty-five days if the bank provisionally recredits the con-
sumer’s account within ten business days pending the completion

53. 15 U.S.C. §§ 1666-1677 (Supp. 1978). While the U.C.C. does not contain a formal
error resolution procedure, a financial institution that improperly pays out on an item must
recredit its customer’s account and seek redress against any culpable third party. U.C.C. §
4-401 (1972 version). See J. WHITE & R. SumMMERS, UNirorM CoMMERcIAL Cobpk § 17-3 (1972).

54, 15 U.S.C. § 1666(a) (Supp. 1978).

55. Id. § 1666(a)(3)(B). By May 1978, four states had enacted similar procedures for
resolving EFT errors. However, in contrast to the FCBA, the financial institutions have
between ten and ninety days, depending on the state, to act on the consumer’s complaint.
Towa CobE ANN. § 527.8 (West Supp. 1978) (ninety days); Mass. ANN. Laws. Ch. 167, § 656 &
Ch. 93C, § 3 (Michie/Law. Co-op 1977 & 1978) (sixty days or ninety days where information
from a third party seller of goods is needed to correct the error}; 1978 Mich. Pub. Acts No.
322, § 15(1) (ten days); MonT. REv. CODES ANN, § 5-1712 (Supp. 1977) (ten days).

56. EFT SURVEY, supra note 2, at 4. All of the New York State chartered banks surveyed
contend that they informally resolve every purported error. Id. at 12. The informal proce-
dures, however, depend on the good faith of the financial institution, an inadequate substitute
for contractual or statutory rights.

57. EFTA § 908, supra note 1. In contrast to the FCBA, the notice may be either written
or oral. Compare id. § 908(a) with 15 U.S.C. § 1666(a) (Supp. 1978). The notice must also be
sufficient to enable the financial institution to identify the name and account number of the
consumer, the amount of the error, and the reasons for the consumer’s belief that an error
has occurred. EFTA § 908(a), supra note 1. The FCBA imposes similar requirements. 15
U.S.C. § 1666(a) (Supp. 1978).

58. EFTA § 908(a), supra note 1. If the initial notification is oral, the financial institu-
tion may require the consumer to provide the financial institution with written confirmation
within ten days. The financial institution, however, must still investigate and report its
findings to the consumer within ten days of the original oral notice. Id.
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of its investigation.®® The time period for investigation of EFT
errors is substantially shorter than for credit card errors because an
EFT error may result in an immediate loss of funds while a credit
card error simply results in an erroneous bill.® The financial insti-
tution also must notify the consumer that he or she has a right to
request copies of all the documents that the institution relied on
in making its findings of no error.®® The FCBA does not have a
similar requirement for credit card disputes.®

Ten days for the bank to act on a consumer’s EFT complamt
is a clear improvement over the lack of any formal error resolution
procedures in the customer contracts. However, over half the banks
surveyed indicated that in most instances they could trace and re-
solve an error within three business days.®® Moreover, it has been
suggested that ten days is too long for consumers to have their funds
tied up and shorter time periods have been recommended.*

IV. DOCUMENTATION

An EFT system replaces the customer’s signed receipts that are
used as records of transfers with electronic impulses. The elimina-
tion of the paper documents without an adequate substitute limits
the ability of consumers to manage their financial affairs.

The consumer’s need for documentation of his or her financial
activities is provided for in both the checking and credit card pay-
ment systems. A check provides the consumer with a reliable signed
written record of a transaction. The amount, date, and payee are all
printed on the check, which ordinarily is returned to the consumer
along with a monthly statement. Credit card users are also given a
signed, written receipt indicating the amount, date, and the seller’s
name, which is provided to the consumer at the time of sale. In
addition, a credit card issuer must transmit to the consumer peri-
odic statements that at a minimum identify the goods or services

59. Id.

60. S. Rep. No. 915, 95th Cong., 2d Sess. 7 (1978).

61. EFTA § 908(d}, supra note 1. '

62. See 15 U.S.C. § 1666(a)(3)(B)(ii) (Supp. 1978); 12 C.F.R. 226.14(a)(2)(iii) (1970).

63. EFT Survey, supra note 2, at app. C.

64. Proposed Amendments to the Consumer Credit Protection Act: Hearings on H.R.
8753 Before the Subcomm. on Consumer Affairs.of the House on Banking, Finance and Urban
Affairs, 95th Cong., 1st & 2d Sess. 106 (1977-1978) (statement of Jim Brown, Center for
Consumer Affairs, University of Wisconsin Extension); id. at 532 (statement of Ellen Broad-
man, Consumer Union); id. at 182 (statement of the Hon. Ester Peterson, Special Assistant
to the President for Consumer Affairs) [hereinafter cited as House Hearings].
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purchased, the date of the transaction, and the amount.®

Although none of the New York State chartered bank agree-
ments examined provide for documentation,® all the banks did offer
their customers transaction receipts and periodic statements.®” The
EFTA, therefore, will not significantly alter existing practices, ex-
cept to the extent that it mandates specific information on transac-
tion receipts and periodic statements,® insures the continuation of
documentation for consumers,* and permits the documentation to
be admissible as evidence and prima facie proof of a transfer.”

V. LIABILITY OF FINANCIAL INSTITUTIONS

The failure of a financial institution to transfer money as in-
structed by the customer can expose the customer to damages that
may exceed the amount of money involved in the transaction. For
instance, if the bank erroneously refuses to pay a customer’s prem-
ium for fire insurance and the customer’s house is damaged by fire,
the amount of damages will probably far exceed the insurance
premium. If the consumer paid the insurance premium with a
check, the Uniform Commercial Code holds the bank liable for
“damages proximately caused by the wrongful dishonor””! of the
check. “When the dishonor occurs through mistake, liability is lim-
ited to actual damages proved.”’”?

\

65. 15 U.S.C. § 1637(b) (Supp. 1978); 12 C.F.R. 226.7(k) (1978). As of May 1978, at least
seven states recognized the need for documentation for EFT and mandated transaction re-
ceipts and/or periodic statements for users of EFT. Similar to the requirement for credit
cards, these states commonly provide for a periodic statement containing a description of all
transactions sufficient to enable the account holder to identify all transfers and to relate them
to his or her transaction receipts. Iowa CoDE ANN. § 527.6 (West Supp. 1978); 1978 Mich. Pub.
Acts No. 322, §§ 17, 18; 1978 Minn. Laws, ch. 469, § 9(6); MoNT. REv. CobEs ANN. § 5-1711
(Supp. 1977); N.M. STAT. ANN. § 48-25-12(D) (1977); VA. StaTE Corr. Comm'N, EFT Recs. §
12 (1977); Wis. Admin. Code, ch. S & L 26, § B (1976).

66. EFT Survey, supra note 2, at app. C.

67. Id.

68. EFTA § 906, supra note 1. The EFTA requires transaction receipts to be made
available at the time of the transfer, The receipt must include the type, amount, and date of
transfer and identify the consumer’s account, the location of the electronic terminal involved
in the transaction, and the third party to whom or from whom funds are transferred. Consum-
ers must also be provided with periodic statements, which include all the information re-
quired on a receipt as well as the opening and closing account balance, any fees charged, and
an address and telephone number where errors may be reported. The statement may also
include financial information about other non-EFT accounts. Id.

69. Id.

70. Id.

71. U.C.C, § 4-402 (1972 version).

72. Id.
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If the consumer paid the insurance premium through an EFT
system prior to the effective date of the EFTA, and the bank failed
to transfer the money, it is unclear how the liability would be allo-
cated between the bank and the customer. In New York State, the
study indicates that only two of the fifteen contracts for the state
chartered banks mention bank liability, and both banks limit the
bank’s liability to the amount improperly debited and specifically
disclaim any liability for consequential damages.™

The EFTA prevents the banks from trying to limit their liabil-
ity so narrowly.” The EFTA also clarifies the liability for the rest
of the banks by establishing a bank liability section substantially
similar to the rules that apply to the checking system.” The EFTA
states that the financial institution is liable for all damages
“proximately caused”’ by the “financial institution’s failure to make
an electronic fund transfer, in accordance with the terms and condi-
tions of an account . . . when properly instructed to do so by the
consumer.”’’® The financial institution is also liable for all damages
“proximately caused” by its failure to make an “electronic fund
transfer due to insufficient funds when the financial institution
failed to credit . . . a deposit of funds . . . which would have pro-
vided sufficient funds to make the transfer.””” However, the EFTA
defines a dishonor by mistake in an EFT environment as a failure
that was not intentional and resulted from a bona fide error,
“notwithstanding the maintenance of procedures reasonably
adapted to avoid any such error.””®* As with checks, the financial
institution is then only liable for actual damages.”

The major exception to the financial institution’s liability is
similar for both EFT and the checking system. The financial insti-
tution is not liable if its action or failure to act resulted from circum-

73. EFT Survey, supre note 2, at 7-8 & app. C.

74. EFTA § 910, supra note 1.

75. See Broadman, Electronic Fund Transfer Act: Is the Consumer Protected? 13 U.S.F.
L. Rev. 245 (1979).

76.. EFTA § 910(a)(1), supra note 1. But see id. § 910(a)(1)(A)-(E) which sets forth
exceptions to the bank’s liability: (A) The consumer account has insufficient funds; (B) the
funds are subject to legal process or other encumbrance restricting such transfer; (C) such
transfer would exceed an established credit limit; (D) an electronic terminal has insufficient
cash to complete the transaction; (E} as otherwise provided in regulations of the Board. Id.

77. Id. § 910(a)(2).

78. Id. § 910(c).

79. Id. Judicial interpretations of the Uniform Commercial Code’s distinction between
“actual damages” and “proximately caused damages” should also apply to the application
of the EFTA. See White & Summers, supra note 53, at § 17-4; U.C.C. Rep. § 4-402 (Supp.
1978).
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stances beyond its control and the financial institution ‘“‘exercised
such diligence as the circumstances required.”® The provider of
EFT must also exercise ‘‘reasonable care to prevent such an occurr-
ence” to avoid liability.®* Therefore, financial institutions will have
a special duty to design EFT systems that anticipate such problems
as blackouts, brownouts, and earthquakes.%

While it may sound reasonable to protect banks from liabilities
that occur for reasons beyond their control, the real impact of the
exception is to shift the liability from the financial institution to its
customers. Customer contracts should conspicuously disclose this
special risk imposed on consumers.®

VI. REVERSIBILITY

Perhaps the most controversial issue surrounding the EFT leg-
islative debates is whether or not the consumer should be allowed
to instruct his or her financial institution to reverse a transaction.
Consumer spokespeople argue that this right is essential to con-
sumer acceptability of EFT and to insure that protections provided
consumers over recent years are not circumvented.® Some financial
institutions and -merchants contend that reversibility will destroy
the marketability of EFT and add to its cost by decreasing the
system’s efficiency.

Both the check and credit card payment systems provide the
consumer with some form of reversibility. The Uniform Commercial
Code requires a financial institution to stop payment on any unpaid
check if so ordered by a customer, regardless of the reason, provided

80. EFTA § 910(b), supra note 1; U.C.C. § 4-108 (1972 version). See also EFTA §
910(b)(2), supra note 1, which provides another exception to a bank’s liability where “a
technical malfunction which was known to the consumer at the time he attempted to initiate
an electronic fund transfer.” Id.

81. EFTA § 910, supra note 1. A recent decision by the Kentucky Court of Appeals
recognized a similar obligation for banks in the checking system. The court would not excuse
a bank for circumstances beyond its control when the bank did not plan for the foreseeable
increased volume of items to be processed after Christmas. Blake v. Woodford Bank & Trust
Co., 555 S.W.2d 589 (1977).

82. See also Greguras, Electronic Fund Transfers and the Financial-Institu-
tion/Consumer Relationship, 10 UnirormM Com, Copk L.J. 172, 195-98 (1978).

83. See Brandel, Electronic Funds Transfer: Commercial and Consumer Aspects, 82
Com. L.J. 78, 82 n.29 (1977).

84. House Hearings, supra note 64, at 537 (statement of Ellen Broadman); id. at 64
(statement of Patrick Portway, Virginia Citizens Consumer Council).

85. Id. at 407 (statement of Evan H. Housworth, American Bankers Association); id. at
1008 (statement of Robert J. Devine, American Retail Federation). Contra, id. at 1403 (state-
ment of J. Federic Ruf, President, Tyme Corp.)
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notice is given at such a time and in such a manner as to afford the
bank a reasonable opportunity to act.*® The Federal Consumer
Credit Protection Act subjects the issuer of a credit card to all the
claims and defenses that could be asserted against the merchant,
in effect forcing the issuer to reverse the purchase transaction
against the merchant.*”
~ In contrast, the EFT study indicates that none of the eight
New York State chartered bank agreements that offer or anticipate
offering POS terminal services provided their customers with a re-
versibility right.® Further, three of the banks specifically prohibited
the exercise of a reversibility right, even though the consumers have
been conditioned by their check and credit card experience to ex-
pect this right.* Unfortunately, the EFTA does nothing to remedy
this situation. Although consumer witnesses at the congressional
hearings testified in support of a reversibility provision® and earlier
versions of the bills would have enabled consumers to reverse an
electronic fund transfer,® this provision was not included in the
EFTA.
The omission of a reversibility right in the EFTA leaves a seri-
ous gap in the statutory protections the law affords consumers, par-

86. U.C.C. § 4-403 (1972 version).
87. See 15 U.S.C. § 1666(i) (Supp. 1978) (credit card companies are subject to claims
and defenses arising out of any transaction in which credit cards are used if: (1) The consumer
has made a good faith attempt to obtain satisfaction from the seller; (2) the amount of the
initial transaction is more than fifty dollars; and, (3) the place of the initial transaction was
in the same state as the cardholder’s address or within one hundred miles of that address).
Similarly, several states by May 1978, had also established a reversibility right in their EFT
statutes or regulations. MicH. STAT. ANN. § 23,1137(16) (1978); N.M. STAT. ANN. § 48-25-14
(1977); Wis. Admin. Code, ch. S-L 26.09 (1976). Typically, these provisions require the
financial institution to reverse a transaction against the merchant if the consumer requests
reversal within the first few days after the sale and the purchase price exceeds fifty dollars.
New Mexico has a limited reversibility right which allows:
A customer of a financial institution may by order to his financial institution
stop payment of any negotiable instrument or share draft payable for his ac-
count when given to a seller of goods or services who received a verification,
limited guarantee or guarantee when used for the purchase of goods or services
through use of a point-of-sale terminal.

N.M. StaT. ANN. § 48-25-14 (1977).

88. EFT Survey, supra note 2, at app. C.

89. Id.

90. House Hearings, supra note 64, at 102 (statement of Jim Brown); id. at 86 (statement
of Linda Joy, Michigan Consumers Council); id. at 180 (statement of the Hon. Ester Peter-
son); id. at 810 (statement of Richard Spohn, California State Department of Consumer
Affairs).

91. See H.R. 8753, 95th Cong., 1st Sess. § 806(A)(2) (1977); S. 2065, 95th Cong., 1st Sess.
§ 808 (1977); S. 2546, 95th Cong., 2d Sess. § 908 (1978).
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ticularly since analogous rights are available in alternative payment
systems. Reversibility indicates to the consumer that a merchant is
willing to stand behind his or her product, at least partially correct
the often unequal bargaining position of merchant and consumer,
and deter overreaching business practices. Without this right, if the
goods delivered are defective or different from the goods the con-
sumer purchased, he or she will have to sue if the merchant refuses
to settle the dispute.” Although the vast majority of merchants will
satisfactorily resolve consumer disputes, to a certain extent resolu-
tion occurs because reversibility is available to the buyer.”

Conclusion

The New York State Chartered Banks need to revise major
portions of their customer contracts to conform with the require-
ments of the EFTA. The banks ignored most of the analogous mini-
mum protections applicable to check and credit card users when
drafting their customer contracts. Many of the contracts will have
to be rewritten in readily understandable language.* The banks will
also need to substantially redraft their contracts to reduce customer
liability for unauthorized electronic fund transfers and to provide
for formal procedures for error resolution, a right to receive docu-
mentation, and the bank’s liability for the failure to pay as in-
structed.

92. See generally H.R. REp. No. 1315, 95th Cong., 2d Sess. 5 (1978).

93. House Hearings, supra note 64, at 115 (statement of Jim Brown).

94. A disclosure statement for POS and ATM terminals is provided for reference and
discussion. See Appendix A infra. Laurie Kramer, Director of Consumer Education for the
New York State Consumer Protection Board, edited and simplified the language in the
disclosure statement.

The most difficult problem when drafting a disclosure statement is balancing the need
for full disclosure against the confusion caused by too much detail and a lengthy disclosure
statement. Hearings by the FRB pursuant to § 905(a) of the EFTA should assist financial
institutions and consumers in arriving at a balanced disclosure statement. EFTA § 905(a),
supra note 1. Also, the advice of marketing experts who are skilled in promoting EFT should
be helpful in drafting a disclosure statement that effectively communicates rights and liabili-
ties.

See also the sample disclosure form in compliance with S. 3156. S. Rep. No. 915, 95th
Cong., 2d Sess. 11 (1978).
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APPENDIX A

IMPORTANT INFORMATION ABOUT YOUR CARD
THIS IS A BRIEF DESCRIPTION OF YOUR LEGAL RIGHTS
FOR DETAILS CONTACT AN ATTORNEY

DISCLOSURE STATEMENT

1. HOW TO CONTACT THE BANK 6.

Telephone No.:
Address:

2. WHEN YOU MAY USE YOUR CARD

You may use your card to deposit or
withdraw money from your account. You
may also use your card to pay for
merchandise at participating stores.

3.  LIMITS ON USE OF CARD

(describe any limitations on frequency
or dollar amount of transfers)

4. WHAT HAPPENS IF YOUR CARDIS LOST,
STOLEN, OR USED WITHOUT YOUR
PERMISSION

Notify the bank immediately if your
cardfi)s, lost, stolen, or used wichut
your permission. The time periods
below will be extended only in limited
circumstances such as hospitalization
or extended travel.

When Your Losses Are Limited to $50 7.

If you notify the bank that your card has
been lost, stolen, or used without
permission within 2 business days after
you find out, the bank must rermburse you
for any loss that is greater then $50.

When Your Losses Are Limited to $500

If you do not notify the bank that your
card has been lost, stolen, or used
without permission within 2 business
days after you find out, you may lose

up to $500 - - but only if the bank proves
that it could have prevented these losses
had it been notified.

When There Is No Limit On Your Losses

If a periodic statement shows a transfer
that you did not make, you have 60 days

to notify the bank. If you don't, the bank 8.

may not have to reimburse you for any money
lost, if the bank proves that it could have pre-
vented these losses had it been notified.

5. WRITTEN RECORDS

The bank will offer you a receipt every time
you use your card. In addition, the bank
will send you periodic statements describing
all the times you used your card during that
period. You can use your receipts and statements
just like cancelled checks - - as proof that you

- paid your bills,

EDITOR’S NOTE:

WHAT TO DO IF THERE ARE ERRORS ON
YOUR STATEMENT OR RECEIPTS

If you think there is an'error on one

of your receipts or periodic statements,
you have 60 days to notify the bank in
person, by telephone, or in writing.

You must tell the bank why you think
there’s an error. If you tell the bank

in person or by telephone, the bank may
require you to notify it in writing
within 10 days too.

The bank must investigate your complaint
and tell you what it finds within 10

days after you notified it. If the
investigation takes longer , the bank

will put back into your account within
those 10 business days the amount you
believe to be in error, and will

correct any error within 45 days after
you first contacted the bank.

If the bank concludes that no error
occurred, you will receive an
explanation, and if you ask, the bank
will also send you copies of all
records it relied on.

WHAT HAPPENS IF THE BANK DOES NOT FOLLOW
YOUR INSTRUCTIONS

When the Bank Is Responsible

If you lose money because the bank did not follow
your instructions, the bank usually has to reim-
burse you for your losses.

When the Bank Is Not Responsible

If you lose money because the bank did not follow
your instructions, the bank_does not have to reimburse
you if your account did not have enough money, if
the bank’s electronic branch did not have enough cash,
or if it can show that you knew the equipment was
not working right. The bank also does not have to re-
imburse you for your losses if the bank can show that
it did not follow your instructions because of circum-
stances beyond its control and that it tried to prevent
your losses. -

CHARGES FOR USE OF THE CARD

(List Charges)

PRIVACY

(describe under what circumstances the financial
institution, will in the ordinary course of business,

disclose information concerning the customer’s account
to third parties)

This disclosure statement only applies to POS and ATM terminals
Hei¥gflqes @or cover pregathorized
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